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server through a network. The server may generate a DID
corresponding to the network device, and record the DID and
the network device information into a device database. In
addition, the network device and the server may share a
shared key, which may be used to encrypt the DID and the
network device information before the data transmission for
enhancing security of the method. Moreover, the server may
generate and record an exclusive key (Device Key) for data
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device, and transmit the Device Key to the network device.
Therefore, the Device Key management may be accom-
plished simultaneously with the DID management to enhance
data transmission security between the network device and
the server.
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1
METHOD AND SYSTEM FOR MANAGING
DEVICE IDENTIFICATION

FIELD OF THE INVENTION

The present invention relates generally to a device identi-
fication (ID) management method and system applied to the
management of network device IDs. The device ID manage-
ment method and system may be further applied to the man-
agement of device key used for data encrypting at the network
device.

BACKGROUND OF THE INVENTION

Generally, for management purposes, electronic devices
sold on the market, such as computers, home appliances and
consumer electronic products, are designated a unique device
identification (device ID) before they leave the factory. The
device ID will be stored in the firmware of the device. In
addition, the device ID and other information of each device
leaving the factory will be recorded in the device database to
record, query and track such device. The device ID and other
information stored in the device database may be used to
determine whether the device is lawfully acquired. Services
such as maintenance, warranty and/or update may be pro-
vided to the devices lawfully purchased. Moreover, such ser-
vice may be provided through the Internet if a server verifies,
through the device ID stored in the device database, that the
device is lawfully acquired.

FIG. 1A illustrates an exemplary prior art reference of a
device ID management system. The first network device 100
comprises a first storage module 110, and the second network
device 200 comprises a second storage module 210. The first
storage module 110 stores a first device ID 111 and a first
device information 112, and the second storage module 210
stores a second device ID 211 and a second device informa-
tion 212. The first network device 100 and the second network
device 200 may communicate with a server 300 through the
Internet, and the server 300 may access the device database
400. In addition, as illustrated by the device database log data
410, the first device ID 111, the first device information 112,
the second device ID 211 and the second device information
212 are stored in the device database 400 before the first
network device 100 and the second network device 200 leave
the factory. In the prior art reference, the first network device
100 and the second network device 200 may transmit the first
device ID 111 and the second device ID 211 to the server 300
respectively. In addition, the first network device 100 and the
second network device 200 may request the server 300 to
provide service, such as maintenance or update, through the
Internet. The server may look up the first network device 100
and the second network device 200 in the device database 400
according to the first device ID 111 and the second device ID
211, and determine whether the first network device 100 and
the second network device 200 have authorization based on
the device database log data 410. If the first network device
100 and/or the second network device 200 possess authori-
zation, the sever 300 may provide services to the first network
device 100 and/or the second network device 200 through the
Internet. Alternatively, the first network device 100 and the
second network device 200 may transmit the first device ID
111, the first device information 112 and the second device ID
211, the second device information 212 to the server 300
respectively, and request the server 300 to update the device
information. Accordingly, the server 300 may look up the first
network device 100 and the second network device 200 in the
device database 400 based on the first device ID 111 and the
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second device ID 211. Moreover, the server 300 may update
the device database log data 410 according to the first device
information 112 and the second device information 212
received.

However, device ID management system disclosed in the
prior art reference may require the aforementioned device ID
and the device information be stored in the device database
before the network device leaves the factory. As a result, the
log data in the device database may not be updated dynami-
cally and device management becomes complicated and
inflexible. For example, when the network device leaves the
factory but remains unsold or unactivated, device manage-
ment may not be necessary, and thus building a device data-
base to maintain the device information may not be necessary.
In addition, when a network device is reset by a user, the
corresponding device ID of such network device may need to
be retrieved from the device database and the corresponding
device information may need to be updated. Therefore, there
is a need in the art for a device ID management method and
system to more conveniently and securely manage the device
ID of the network devices. Such management method and
system may also be implemented when a network device is
reset.

BRIEF SUMMARY OF THE INVENTION

In one embodiment, a method for managing network
device ID so as to provide more management flexibility is
disclosed. The network device may include a desktop com-
puter, a laptop computer, a tablet computer, a smart phone, a
personal digital assistant (PDA), a network-attached storage
(NAS), a router, a gateway or any device with internet con-
nectivity. The management method may provide transmitting
the device information of the network device to the server
through the Internet. The device information may include
hardware information such as model number and brand name,
and software/firmware information such as software/firm-
ware version, and network information such as network
address. The server may generate an unique device ID accord-
ing to the device information and transmit the device infor-
mation and the device ID to the device database. The server
may further transmit the device ID to the network device to be
stored or registered. As a result, a device ID may be automati-
cally designated to a network device after such network
device leaves the factory and is activated. In addition, the
corresponding device information may be transmitted and
registered in the device database. Thereafter, when the net-
work device is reset, a new device ID may be generated by the
server and the corresponding device information may be reg-
istered in the device database, according to the device ID
management method of the present disclosure. Accordingly,
the network device being reset may not need to be retrieved in
the device database, and corresponding device information
may not need to be deleted before a new device information is
generated.

In another embodiment, a shared device key may be pre-
stored in the network device and the server. The shared device
key may enhance the security of the device ID management
method of the present disclosure. For example, the device
information may be encrypted based on the shared device key
before the network device transmits the device information.
The server may decrypt the device information based on the
shared device key after the server receives the device infor-
mation. Similarly, the device ID may be encrypted based on
the shared device key before the server transmits the device
ID. The network device may decrypt the device ID based on
the shared device key after the network device receives the
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device ID. In addition, the server may generate an unique
device key for a network device, store the device key in the
device database, and transmit the device key to the network
device along with the device ID. The network device and the
server may encrypt and decrypt the data transmitted between
the network device and the server based on the device key
after the device ID is designated and the device information is
registered. Therefore, the device keys may be managed simul-
taneously with the management of the device ID to enhance
the security of data transmission between a network device
and a server.

In yet another embodiment, a second network device may
encrypt the device information based on the shared device key
and transmit the device information to the first network
device. An exemplary second network device may be a ter-
minal device such as a desktop computer, a laptop computer,
a tablet computer, a smart phone, a personal digital assistant
(PDA) or a network-attached storage (NAS). An exemplary
first network device may be an internet device such as a router
or a gateway. Consequently, after decrypting the device infor-
mation based on the shared device key, the first network
device may encrypt the device information based on the first
device key and transmit the device information to the server.
After decrypting the device information based on the first
device key, the server may generate an unique second device
ID and an unique second device key of the second network
device according to the second device information. The
server may encrypt based on the first device key and transmit
the second device ID, the second device key and the first
device key to the first network device. After decrypting the
second device ID and the second device key based on the first
device key, the first network device may encrypt the second
device ID and the second device key based on the shared
device key and transmit the second device ID and the second
device key to the second network device. Thereafter, the
second may acquire and decrypt the second device ID and the
second device key based on the shared device key. Therefore,
through encrypting the data transmission between the second
network device and the server by the first network device,
which has already acquired the first device ID and the first
device key, the security of the data transmission between the
server and the network device in the device ID management
method may be enhanced.

It should be understood, however, that this Summary may
not contain all aspects and embodiments of the present inven-
tion, that this Summary is not meant to be limiting or restric-
tive in any manner, and that the invention as disclosed herein
will be understood by one of ordinary skill in the art to
encompass obvious improvements and modifications thereto.

BRIEF DESCRIPTION OF THE DRAWINGS

The accompanying drawings illustrate one or more
embodiments of the invention and together with the written
description, serve to explain the principles of the invention.
Wherever possible, the same reference numbers are used
throughout the drawings to refer to the same or like elements
of an embodiment, and wherein:

FIG. 1A is a schematic illustration of a prior art reference
of a system for managing device ID disclosed in the prior art
reference. FIGS. 1B-1G are block diagrams of the system for
managing device ID according to some embodiments of the
present invention.

FIGS. 2A and 2B are block diagrams of a network device
for managing device ID according to some embodiments of
the present invention.
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FIGS. 3A-3H are flowcharts illustrating the device ID man-
agement method according to some embodiments of the
present invention.

In accordance with common practice, the various
described features are not drawn to scale and are drawn to
emphasize features relevant to the present disclosure. Like
reference characters denote like elements throughout the fig-
ures and text.

DETAILED DESCRIPTION OF THE INVENTION

The present invention will now be described more fully
hereinafter with reference to the accompanying drawings, in
which exemplary embodiments of the invention are shown.
This invention may, however, be embodied in many different
forms and should not be construed as limited to the embodi-
ments set forth herein. Rather, these embodiments are pro-
vided so that this disclosure will be thorough and complete,
and will fully convey the scope of the invention to those
skilled in the art. Like reference numerals refer to like ele-
ments throughout.

The terminology used herein is for the purpose of describ-
ing particular embodiments only and is not intended to be
limiting of the invention. As used herein, the singular forms
“a”, “an” and “the” are intended to include the plural forms as
well, unless the context clearly indicates otherwise. It will be
further understood that the terms “comprises” and/or “com-
prising,” or “includes” and/or “including” or “has” and/or
“having” when used herein, specify the presence of stated
features, regions, integers, steps, operations, elements, and/or
components, but do not preclude the presence or addition of
one or more other features, regions, integers, steps, opera-
tions, elements, components, and/or groups thereof.

It will be understood that, although the terms first, second,
third etc. may be used herein to describe various elements,
components, regions, parts and/or sections, these elements,
components, regions, parts and/or sections should not be
limited by these terms. These terms are only used to distin-
guish one element, component, region, part or section from
another element, component, region, layer or section. Thus, a
first element, component, region, part or section discussed
below could be termed a second element, component, region,
layer or section without departing from the teachings of the
present invention.

Unless otherwise defined, all terms (including technical
and scientific terms) used herein have the same meaning as
commonly understood by one of ordinary skill in the art to
which this invention belongs. It will be further understood
that terms, such as those defined in commonly used dictio-
naries, should be interpreted as having a meaning that is
consistent with their meaning in the context of the relevant art
and the present disclosure, and will not be interpreted in an
idealized or overly formal sense unless expressly so defined
herein.

The description will be made as to the embodiments of the
present invention in conjunction with the accompanying
drawings in FIGS. 1A-3H. Reference will be made to the
drawing figures to describe the present invention in detail,
wherein depicted elements are not necessarily shown to scale
and wherein like or similar elements are designated by same
or similar reference numeral through the several views and
same or similar terminology. In accordance with the purposes
of'this invention, as embodied and broadly described herein,
this invention,

FIG. 1A is a schematic illustration of a system for manag-
ing device ID disclosed in the prior art reference, as described
in the background section, and thus will not be repeated
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herein. FIGS. 1B-1G are block diagrams of the system for
managing device ID according to some embodiments of the
present invention.

FIGS. 1B and 1C in combination illustrate one embodi-
ment of a system implementing the device ID management
method of the present invention. Specifically, FIG. 1B is an
illustration of the system for managing device ID having a
first network device 100, a server 300 and a device database
400 communicative with one another. The server 300 may
access the device database 400, and the device database 400
may store the device IDs and the device information. The first
network device 100 may be a computing device with internet
connectivity such as a desktop computer, a laptop computer
or a tablet computer, or a handheld device such as a smart
phone or a personal digital assistant (PDA). In addition, the
first network device 100 may be a network device such as a
modem, a gateway, a router, a access point, a hot spot or a
femtocell, or a network equipment such as a network-at-
tached storage (NAS), a firewall, a workstation or a proxy
server. The first network device may further be any device
having an input, an output and internet connectivity, such as
an IP cam, a web cam, a wifi speaker, a TV, a setup box or a
wireless sensor. The first storage module 110 may be an
internal or external storage device of the first network device
100. For example, the first storage module 110 may be a
thumb drive, a hard disk, a solid state drive, a ROM, a RAM,
an EPROM, an EEPROM, or any computer-readable storage
medium. The server 300 may be a server cluster or data center
constructed by several servers. The device database 400 may
be part of the server 300, or be running on another computing
device that may be accessed by the server 300. The device
database log data may be a table of a relational database. The
column of the table may include device ID and device infor-
mation such as hardware, software or network information.
The row of the table may include information of only one
network device. The device ID may also serve as a key value
of'the table. It is to be noted that person having ordinary skill
in the art will understand that the device database 400 of the
present invention may not be a relational database, and data-
bases of network model, object model and hierarchy model
may also be used.

In detail, FIG. 1B illustrates an exemplary embodiment of
the device ID management system before the device ID is
generated. The first network device 100 may comprise a
storage module 110 to store a first device information 112 and
may transmit the first device information 112 to the server
300. The device database 400 may store the device database
log data 410, which may include the device ID column and the
device information column, as illustrated. The first device
information 112 may include hardware related information
such as a brand name, a model number a firmware version, or
software related information such as an application version or
an application interface version. Moreover, the first device
information 112 may include network information such as an
1P address or a web service port number.

FIG. 1C illustrates an exemplary embodiment of the device
ID management system after the device ID is generated. Here,
after the first network device 100 transmits the first device
information 112 to the server 300 through the internet, the
server 300 may generate a first device ID 111 of the first
network device 100 according to the first device information
112, and may transmit the first device ID 111 to the first
network device 100. The first network device 100 may store
the first device ID 111 in the first storage module 11. In
addition, the server 300 may store the first device ID 111 and
the first device information 112 to the device database 400. As
illustrated, the server 300 may further update the device data-
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6

base log data 410, i.e., add the first device ID 111 and the first
device information 112 to the device database log data 410.
As a result, device ID may be more easily managed as the
device ID may not need to be pre-designated to a network
device before it leaves the factory, and the device ID may be
stored and updated in a server.

FIGS. 1D and 1E in combination illustrate one embodi-
ment of a system implementing the device ID management
method of the present invention. Specifically, FIG. 1D illus-
trates an exemplary device ID management system before the
device ID is generated. Here, in addition to the first device
information 112, the first storage module 110 may be pre-
stored with a shared device key 113. The first network device
100 may encrypt the first device information 112 based on the
shared device key 113 before transmitting the first device
information 112 to the server 300. The server 300 may be
pre-stored with a shared device key 310, which may be used
to encrypt the data encrypted based on the shared device key
113. In addition, the shared device key 310 may be used to
encrypt data, which may be decrypted based on the shared
device key 113. As illustrated, the device database log data
may further include columns for device keys.

FIG. 1E illustrates an exemplary embodiment of the device
ID management system after the device ID is generated. Here,
the first network device 100 may encrypt the first device
information 112 based on the shared device key 113 and may
transmit the first device information 112 to the server 300.
The server 300 may decrypt the received first device infor-
mation 112 based on the shared device key 310, and may
generate an first device ID 111 and a first device key 114
unique to the first network device 100 according to the first
device information 112. The server 300 may further encrypt
the first device ID 111 and the first device key 114 based on
the shared device key 310 and transmit encrypted first device
ID 111 and first device key 114 to the first network device
100. The first network device 100 may decrypt the first device
1D 111 and the first device key 114 based on the shared device
key 113 and store the decrypted first device ID 111 and the
first device key 114 to the first storage module 110. In addi-
tion, the server 300 may store the first device ID 111, the first
device information 112 and the first device key 114 to the
device database 400, and may update the device database log
data 410, i.e., add the first device ID 111, the first device
information 112 and the first device key 114 to the device
database log data 410. As a result, the device keys may be
managed simultaneously with the management of the device
ID to enhance the security of data transmission between a
network device and a server.

The shared device key 113 and the shared device key 310
may be keys of a symmetric encrypting system. That is, the
shared device key 113 may be the same as the shared device
key 310, and possessed by the first network device 100 and the
server 300 respectively for encrypting and decrypting data.
Alternatively, the shared devicekey 113 and the shared device
key 310 may be keys of an asymmetric encrypting system. In
this embodiment, the shared device key 113 may include a
first private key and a first public key, and the shared device
key 300 include a second private key and a second public key.
The first private key and the second private key are used for
decryption. The first public key may be used for encryption,
and such encryption may be decrypted by the server 300 using
the second private key. Similarly, the second public key may
beused for encryption, and such encryption may be decrypted
by the first network device 100 using the first private key. In
another embodiment, all the network devices are pre-stored
with the shared device key 113 when they leave the factory.
Therefore, the process of acquiring the device ID in the device
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ID management system may be encrypted based on the
shared device key 113. Moreover, the data encrypted by and
transmitted from the server 300 may be decrypted based on
the shared device key 113.

It is to be noted that although the first device key 114 may
be generated by the server 300, person having ordinary skill in
the art will understand that the first device key 114 may be a
key of a symmetrical encrypting system or a key of an asym-
metrical encrypting system. In yet another embodiment of the
present invention, after the first network device 100 may
encrypt data based on the first device key 114 and transmit
such data to the server 300 after the first network device 100
acquires the first device key 114. The server 300 then acquires
the first device key 114 from the device database 400, and
decrypt the data received from the first network device 100
based on the first device key 114.

FIGS. 1F and 1G in combination illustrate one embodi-
ment of a system implementing the device ID management
method of the present invention. Specifically, FIG. 1F illus-
trates an exemplary device ID management system before the
device ID is generated. The relationships between the first
network device 100, the server 300 and the device database
400 are identical to those illustrated in FIG. 1E, and therefore
will not be repeated. Here, a second network device 200 is
provided and the second network device 200 is communica-
tive with the first network device 100. In this embodiment, the
first storage module 110 stores a first device ID 111, a first
device information 112, a shared device key 113 and a first
device key 114, and the first network device 100 may receive
data from the second network device 200. The second net-
work device 200 may include a second storage module 210
for storing the second device information 212 and the shared
device key 213. The shared device key 213 may be used to
decrypt the data encrypted by the shared device key 113.
Furthermore, the shared device key 213 may be used to
encrypt data, which may be decrypted based on the shared
device key 113. As illustrated, the device database log data
410 may include columns for device ID, device information
and device key. In addition, the device database log data may
include the first device ID 111, the first device information
112 and the first device key 114 of the first network device
100.

FIG. 1G illustrates an exemplary embodiment of the device
ID management system after the device ID is generated. The
relationships between the first network device 100, the sec-
ond network device 200, the server 300 and the device data-
base 400 are identical to those illustrated in FIG. 1F, and
therefore will not be repeated. Here, the second network
device 200 may use the shared device key 213 to encrypt the
second device information 212 and transmit the encrypted
second device information 212 to the first network device
100. The first network device 100 may decrypt the second
device information 212 based on the shared device key 113,
encrypt such based on the first device key 114 and transmit
such to the server 300. The server 300 may acquire the first
device key 114 from the device database 400 and decrypt the
encrypted second device information 212. The server 300
may further generate a second device ID 211 and a second
device key 214 unique to the second network device accord-
ing to the second device information 212. The server 300 may
then encrypt the second device ID 211 and the second device
key 214 based on the first device key 114 and transmit such
the encrypted second device ID 211 and the second device
key 214 to the first network device 100. The first network
device may decrypt the second device ID 211 and the second
device key 214 encrypted by the server 300 based on the first
device key 114, encrypt the second device ID 211 and the
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second device key 214 based on the shared device key 113,
and transmit the encrypted second device ID 211 and the
second device key 214 to the second network device 200. The
second network device 200 may decrypt the encrypted second
device ID 211 and second device key 214 based on the shared
device key 213, and store the decrypted second device ID 211
and second device key 214 to the second storage module 210.
In addition, the first network device 100 may transmit the first
device ID 111 and the encrypted second device information
212 to the server 300 so as to enable the server 300 to query
and retrieve the first device key 114 in the device database 400
according to the first device ID 111. Moreover, the server 300
may store the second device ID 211, the first device informa-
tion 212 and the first device key 214 to the device database
400, and update the device database log data 410 as illustrated
in FIG. 1G. Itis to be noted that the shared device key 213 and
the second device key 214 may be keys of a symmetric
encrypting system or an asymmetric encrypting system, as
illustrated in the embodiments in FIGS. 1D and 1E. As a
result, through encrypting the data transmission between the
second network device 200 and the server 300 by the first
network device 100, which has already acquired the first
device ID 111 and the first device key 114, the security of the
data transmission between the server 300 and the network
devices in the device ID management method may be
enhanced.

In another embodiment, the first network device 100 and
the second network device 200 may possess the shared device
key 113 and the shared device key 213 respectively. Accord-
ingly, the first network device 100 may encrypt the device ID
based on the shared device key 113, and the second network
device 200 may encrypt the device ID based on the shared
device key 213. Moreover, the first network device 100 and
the second network device 200 may decrypt the data received
from and encrypted based on the shared device key 310 by the
server 300. In yet another embodiment, all the network
devices, including the first network device 100 and the second
network device 200, may possess a same shared device key.
That is, shared device key 113 and shared device key 213 may
be identical. In addition, after the second network device 200
acquires the second device key 214, the second network
device 200 may encrypt the data based on the second device
key 214 before transmitting such data to the server 300.
Thereafter, the server 300 may acquire the second device key
214 from the device database 400, and decrypt the data
received from the second network device 200 based on the
second device key 214.

FIGS. 2A and 2B are block diagrams of a network device
for managing device ID according to some embodiments of
the present invention. Specifically, the network device may be
implemented in the aforementioned device ID management
system.

FIG. 2A illustrates an exemplary embodiment of the net-
work device for managing device ID. The first network device
100 may comprise a first storage module 110, which may
store a first device information 112, as illustrated in FIG. 1B.
In addition, the first network device 100 may comprise a
transmission module 120 and a reception module 130. The
first network device 100 may transmit the first device infor-
mation 112 to the server 300 via the transmission module 120,
and may receive a first device ID 111 from the server 300 via
the reception module 130, as illustrated in the embodiments
in FIGS. 1B and 1C. The first device ID 111 may be generated
by the server 300 according to the first device information
112. In addition, the first storage module 110 may store the
first device ID 111, as illustrated in the embodiment in FIG.
1C.
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FIG. 2B illustrates another exemplary embodiment of the
network device for managing device ID. The first network
device 100 may comprise a first storage module 110, which
may store a first device information 112 and a shared device
key 113, as illustrated in FIG. 1D. In addition, the first net-
work device 100 may comprise a transmission module 120, a
reception module 130, an encryption module 140 and a
decryption module 150. The first network device 100 may
encrypt the first device information 112 by the encryption
module 140 based on the shared device key 113, and may
transmit the encrypted first device information 112 to the
server via the transmission module 120, as illustrated in the
embodiment in FIG. 1D. Moreover, the first network device
100 may receive via the reception module 130 the first device
1D 111 from the server 300, as illustrated in the embodiment
in FIG. 1E. Furthermore, the first network device 100 may
decrypt the device ID 111 based on the shared device key 113
by the decryption module 150, and then transmit the result to
the first storage module 110. The first device ID 111 may be
generated by the server 300 according to the first device
information 112, and transmitted to the first network device
100 after the server 300 encrypts it based on the shared device
key 310.

In another embodiment, with reference to FIG. 1E, the
reception module 130 may receive the first device key 114,
which is encrypted by the server based on the shared device
key 310. It is to be noted that the first device key 114 may be
generated by the server 300. Moreover, the decryption mod-
ule 150 may decrypt the first device key 114 based on the
shared device key 113. The decrypted first device key 114
may be later transmitted to the first storage module 110.

In another embodiment, with reference to FIG. 1F, the
reception module 130 may receive from the second network
device 200, the second device information 212, which is
encrypted by the second network device 200 based on the
shared device key 213. The decryption module 150 may
decrypt the encrypted second device information 212 based
on the shared device key 113. The encryption module 140
may encrypt the second device information 212 based on the
first device key 114 received from the server 300. The trans-
mission module 120 may transmit the encrypted second
device information 212 to the server 300. With reference to
FIG. 1G, the reception module 130 may receive from the
server 300 the second device ID 211 and the second device
key 214, which are encrypted based on the first device key 114
by the server 300. The decryption module 150 may decrypt
the first device key 114. The encryption module 140 may
encrypt the first device key 114 based on the shared device
key 113. The transmission module 120 may transmit the
encrypted second device ID 211 and the second device key
214 to the second network device 200.

It is to be noted that the transmission module 120 and the
reception module 130 may respectively be a transmitter or a
receiver of the first network device 100 for accessing the
Internet. Alternatively, the transmission module 120 and the
reception module 130 may be combined as a transceiver for
transmitting and receiving wired or wireless signals. In addi-
tion, the encryption module 140 and the decryption module
150 may utilize any encrypting and decrypting algorithm to
encrypt and decrypt the information through keys. The
encryption module 140 and the decryption module 150 may
be stored in computer readable mediums, such as ROM,
RAM, EPROM, EEPROM, hard disk, solid state disk, or the
like, in the form of a software or a firmware. In some embodi-
ments of the present invention, the aforementioned computer
readable medium may be the first storage module 110. More-
over, the encryption module 140 and the decryption module
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150 may be implemented in the form of an electric circuit in
semiconductors or circuit boards, such as application-specific
integrated circuit (ASIC) or printed circuit board (PCB).

FIGS. 3A-3H are flowcharts illustrating the device ID man-
agement method according to some embodiments of the
present invention. Specifically, the device ID management
method provides a series of processes for the server to gen-
erate a device ID corresponding to a specific network device.

FIG. 3 A illustrates an exemplary embodiment of the device
ID management method. Specifically, the present embodi-
ment may be implemented in the system disclosed in FIGS.
1B and 1C. In step S3002, the first network device 100 may
transmit a first device information 112 to the server 300. In
step S3004, the server 300 may generate a first device ID 111
unique to the first network device 100 according to the first
device information 112, and may further store the first device
1D 111. In step S3006, the server 300 may transmit the first
device ID 111 to the first network device 100. In step S3008,
the first network device 100 may receive and store the first
device ID 111. In addition, the server 300 may store the first
device ID 111 and the first device information 112. As a
result, device ID may be more easily managed as the device
ID may not need to be pre-designated to a network device
before it leaves the factory, and the device ID may be stored
and updated in a server.

In another embodiment, when the first network device 100
is reset, the first device ID may be accordingly deleted, and
the first network device 100 may acquire another device ID by
implementing the method disclosed in FIG. 3A. Therefore,
the first device ID 111 unique to the first network device 100
may only correspond to the first network device 100, but not
other network devices. Similarly, the first device key 114
unique to the first network device 100, may only correspond
to the first network device 100. Moreover, the second device
1D 211 and the second device key 214 unique to the second
network device 200 may only correspond to the second net-
work device 200. Consequently, if the first network device
100 is reset and running normally, a new device ID may be
directly acquired by implementing the device ID manage-
ment method, instead of searching for the first network device
100 in the device database 400 to amend the first device
information. As a result, the network device being reset may
not need to be retrieved in the device database, and corre-
sponding device information may not need to be deleted
before a new device information is generated.

FIG. 3B is another exemplary embodiment of the device ID
management method illustrating the steps executed by a
server in FIG. 3A. In step S3012, the server 300 may receive
the first device information 112 from the first network device
100. In step S3014, the server 300 may generate a first device
1D 111 unique to the first network device 100, and may store
the first device ID 111. In step S3016, the server transmits the
first device ID 111 to the first network device 100. In addition,
the server 300 may store the first device ID 111 and the first
device information 112 in the device database 400, as dis-
closed in the embodiment in FIG. 1C.

FIG. 3Cis another exemplary embodiment of the device ID
management method illustrating the steps executed by a net-
work device in FIG. 3A. In step S3022, the first network
device 100 verifies whether it possess the first device ID 111.
If affirmative, the device ID management method may be
terminated. If negative, the first network device 100 performs
step S3024. In step S3024, the first network device 100 trans-
mits the first device information 112 to the server 300. In step
S3026, the first network device 100 receives and stores the
first device ID 111 from the serve 300. The first device ID 111
was generated by the server 300 according to the first device
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information 112, and the first device ID 111 is unique to the
first network device 100. In step S3028, the first network
device 100 stores the first device ID 111. Afterwards, the
device ID management method may be terminated.

FIG. 3D illustrates an exemplary embodiment of the device
ID management method. Specifically, the present embodi-
ment may be implemented in the system disclosed in FIGS.
1D and 1E. In step S3032, the first network device 100 may
encrypt the first device information 112 based on a shared
device key, and may transmit the encrypted first device infor-
mation 112 to the server 300. In step S3034, the server 300
may decrypt the received first device information 112 based
on the shared device key, and generate a first device ID 111
unique to the first network device 100 according to the first
device information 112. Moreover, the server 300 may store
the first device ID 111. In step S3036, the server 300 may
encryptthe first device ID 111 based on the shared device key,
and transmit the encrypted first device ID 111 to the first
network device 100. In step S3038, the first network device
100 may decrypt the received first device ID 111 based on the
shared device key, and store the decrypted first device ID 111.
As a result, the device keys may be managed simultaneously
with the management of the device ID to enhance the security
of data transmission between a network device and a server.

FIG. 3E is another exemplary embodiment of the device ID
management method illustrating the steps executed by a
server in FIG. 3D. In step S3042, the server 300 may receive
from the first network device 100 the first device information
112 encrypted based on the shared device key. In step S3044,
the server 400 may decrypt the first device information 112
based on the shared device key. In step S3046, the server 300
may generate a first device ID 111 unique to the first network
device 100 according to the first device information 112.
Moreover, the server 300 may store the first device ID 111. In
step S3048, the server 300 may encrypt the first device ID 111
based on the shared device key, and may transmit the
encrypted first device ID 111 to the first network device 100.
In addition, the server 300 may store the first device ID 111
and the first device information 112 in the device database
410.

FIG. 3F is another exemplary embodiment of the device ID
management method illustrating the steps executed by a net-
work device in FIG. 3D. In step S3052, the first network
device 100 verifies whether it possess the first device ID 111.
If affirmative, the device ID management method may be
terminated. If negative, the first network device 100 performs
step S3054. In step S3054, the first network device 100 may
encrypt the first device information 112 based on the shared
device key and transmit the encrypted first device information
112 to the server 300. In step S3056, the first network device
100 receives from the server 300 the first device ID 111
encrypted based on the shared device key. The first device ID
111 was generated by the server 300 according to the first
device information 112, and the first device ID 111 is unique
to the first network device 100. In step S3058, the first net-
work device 100 decrypts the first device ID 111 based on the
shared device key and stores the decrypted first device ID 111.
Afterwards, the device ID management method may be ter-
minated.

FIG. 3G illustrates another exemplary embodiment of the
device ID management method. Specifically, the present
embodiment may be implemented in the system disclosed in
FIGS. 1D and 1E. In step S3062, the first network device 100
may encrypt the first device information 112 based on the
shared device key, and may transmit the encrypted first device
information 112 to the server 300. In step S3064, the server
300 may decrypt the first device information 112 based on the
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shared device key. In addition, the server 300 may generate
according to the first device information 112 a first device ID
111 and a first device key 114 unique to the first network
device 100. Moreover, the server 300 may store the first
device ID 111 and the first device key 114. In step S3066, the
server 300 may encrypt the first device ID 111 and the first
device key 114 based on the shared device key, and may
transmit the encrypted first device ID 111 and first device key
114 to the first network device 100. In step S3068, the first
network device 100 may decrypt the first device ID 111 and
the first device key 114 received from the server 300 based on
the shared device key. In addition, the first network device
100 may store the decrypted first device ID 111 and first
device key 114. As a result, the device keys may be managed
simultaneously with the management of the device ID to
enhance the security of data transmission between a network
device and a server.

In one embodiment, the server 300 may store the first
device ID 111, the first device information 112 and the first
device key 114 in the device database 400, and may accord-
ingly update the device database log data 410, i.e., add the
first device ID 111, the first device information 112 and the
first device key 114 to the device database log data 410. In
another embodiment, the first network device 100 may
encrypt a data request based on the first device key 114 after
the first network device 100 acquires the first device key 114,
and may transmit the encrypted data request to the server 300.
The server may acquire the first device key 114 from the
device database 400, and decrypt the data request transmitted
from the first network device 100 based on the first device key
114 so as to respond to the data request.

In another embodiment, the present invention provides a
device ID management method implemented in a server. Spe-
cifically, such device ID management method may be pro-
grammed into a computer program, which may be executed
by a computing device or may be stored in a computer-
readable medium and later read and executed by a computing
device. The device ID management method of the server 300
may include receiving from the first network device 100 a first
device information 112 encrypted based on shared device
key; decrypting the first device information 112 based on the
shared device key; generating a first device ID 111 unique to
the first network device 100 according to the first device
information 112, generating a first device key 114 unique to
the first network device 100, and storing the first device 1D
111 and the first device key 114; encrypting the first device ID
111 and the first device key 114 based on the shared device
key, and transmitting to the first network device 100 the first
device ID 111 and the first device key 114. In addition, the
server 300 may store the first device ID 111, the firs device ID
111, the first device information 112 and the first device key
114 in the device database 400. In another embodiment, the
server 300 may receive from the first network device 100 a
data request encrypted based on the first device key 114.
Thereafter, after acquiring the first device key 114 from the
device database 400, the server 300 may decrypt encrypted
data request transmitted from the first network device 100
based on the first device key 114, and accordingly respond to
the data request.

In yet another embodiment, the present invention provides
a device ID management method implemented in the first
network device 100. Similarly, such device ID management
method may be programmed into a computer program, which
may be executed by a computing device or may be stored in a
computer-readable medium and later read and executed by a
computing device. Specifically, the device ID management
method provides verifying whether the first network device
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100 possess the first device ID 111. If negative, the device ID
management method may be terminated. If negative, the
device ID management method of the first network device
100 may include encrypting the first device information 112
based on the shared device key and transmitting the encrypted
first device information 112 to the server 300; receiving from
the server 300 a first device ID 111 and a first device key 114,
whereas the first device ID 111 is unique to the first network
device 100 and is generated by server 300 according to the
first device information 112, and the first device key 114 is
unique to the first network device 100 and is generated by
server 300; storing the first device ID 111 and the first device
key 114 after decrypting them based on the shared device key.
In yet another embodiment, the network device 100 may
encrypt a data request based on the first device key 114, and
transmit the encrypted data request to the server 300. There-
after, the first network device 100 may receive from the server
300 a data encrypted based on the first device key 114 by the
server 300, and accordingly decrypt such data based on the
first device key 114.

FIG. 3H illustrates another exemplary embodiment of the
device ID management method. Specifically, the present
embodiment may be implemented in the system disclosed in
FIGS. 1F and 1G. In step S3072, the second network device
200 may encrypt the second device information 212 based on
the shared device key, and transmit the encrypted second
device information 212 to the first network device 100. In step
S3074, the first network device 100 may decrypt the second
device information 212 received based on the shared device
key, and encrypt such second device information 212 based
on the first device key 114 before transmitting the second
device information 212 to the server 300. In step S3076, the
server 300 may decrypt the second device information 212
received based on the first device key 114. Consequently, the
server 300 may generate a second device ID 211 unique to the
second network device 200 according to the second device
information 212, and may generate a second device key 214
unique to the second network device 200. Moreover, the
server 300 may store the second device ID 211 and the second
device key 214. In step S3078, the server 300 may encrypt the
second device ID 211 and the second device key 214 based on
the first device key, and transmit the encrypted second device
1D 211 and second device key 214 to the first network device
100. In step S3080, the first network device 100 may encrypt
the second device ID 211 and the second device key 214
received based on the first device key 114. Consequently, the
first network device 100 may encrypt the second device ID
211 and the second device key 214 based on the shared device
key and transmit the encrypted second device ID 211 and the
second device key 214 to the second network device 200. In
step S3082, the second network device 200 may decrypt the
second device ID 211 and the second device key 214 based on
the shared device key and store the decrypted second device
ID 211 and second device key 214. As a result, through
encrypting the data transmission between the second network
device 200 and the server 300 by the first network device 100,
which has already acquired the first device ID 111 and the first
device key 114, the security of the data transmission between
the server 300 and the network devices in the device ID
management method may be enhanced.

In one embodiment, the server 300 may store the second
device ID 211, second device information 212 and the second
device key 214 to the device database 400, and may accord-
ingly update the device database log data 410, i.e., add the
second device ID 211, second device information 212 and the
second device key 214 to the device database log data 410.
The first network device 100 may transmit the first device ID
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111 and the encrypted second device information 212 to the
server 300 so as to enable to server 300 to query in the device
database 400 to acquire the first device key 114. In another
embodiment, after acquiring the second device key 214, the
second network device 200 may encrypt a data request based
on the second device key 214 and transmit the encrypted data
request to the server 300. Thereafter, the server 300 may
acquire the second device key 214 from the device database
400 and decrypt the data request received from the second
network device 200 based on the second device key 214.
Consequently, the server 300 may respond to the data request.

In another embodiment, the present invention provides a
device ID management method implemented in a server. Spe-
cifically, such device ID management method may be pro-
grammed into a computer program, which may be executed
by a computing device or may be stored in a computer-
readable medium and later read and executed by a computing
device. The device ID management method of the server 300
may include receiving from the first network device 100 the
second device information 212 encrypted based on first
device key 114; decrypting the second device information
212 based on the first device key 114; generating a second
device ID 211 unique to the second network device 200
according to the second device information 212; encrypting
the second device ID 211 based on the first device key 114 and
transmitting the encrypted second device ID 211 to the first
network device 100. In addition, the server 300 may generate
a second device key 214 unique to the second network device
200, encrypt such second device key 214 based on the first
device key 114, and transmit such encrypted second device
key 214 to the first network device 100. In yet another
embodiment, the server 300 may store the second device ID
211, the second device information 212 and the second device
key 214 in the device database 400. In addition, the server 300
may receive a data request transmitted from and encrypted
based on the second device key 214 by the second network
device 200. Thereafter, the server 300 may respond to the data
request.

In yet another embodiment, the present invention provides
a device ID management method implemented in the first
network device 100. Similarly, such device ID management
method may be programmed into a computer program, which
may be executed by a computing device or may be stored in a
computer-readable medium and later read and executed by a
computing device. Specifically, the device ID management
method provides receiving from the second network device
200 the second device information 212, which is encrypted
based on the shared device key; decrypting the second device
information 212 based on the shared device key, and sending
the second device information 212 to the server 300 after
encrypting the second device information 212 based on the
first device key 114; receiving from the server 400 the second
device ID 211 encrypted based on the shared device key,
wherein the second device ID 211 is generated by the server
300 according to the second device information 212 and the
second device ID 211 is unique to the second network device
200; decrypting the second device ID 211 based on the first
device key 114, and transmitting the second device ID 211 to
the second network device 200 after encrypting the second
device ID based on the shared device key. In addition, the first
network device 100 may receive from the second network
device 200 a second device key 214 encrypted based on the
first device key 114, and decrypt such second device key 214
based on the first device key 114. Thereafter, the first network
device 100 may encrypt the second device key 214 based on
the shared device key and transmit the encrypted second
device key 214 to the second network device 200. It is to be
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noted that the second device key 214 is generated by the
server 300, and the second device key 214 is unique to the
second network device 200.

In yet another embodiment, the present invention provides
a device ID management method implemented in the second
network device 200. Similarly, such device ID management
method may be programmed into a computer program, which
may be executed by a computing device or may be stored in a
computer-readable medium and later read and executed by a
computing device. Specifically, the device ID management
method provides encrypting the second device information
212 based on the shared device key and transmitting the
encrypted second device information 212 to the first network
device 100; receiving from the first network device 100 the
second device ID 211 encrypted based on the shared device
key, wherein the second device ID 211 is generated by the
server 300 according to the second device information 212
and the second device ID 211 is unique to the second network
device 200; decrypting the second device ID 211 based on the
shared device key and storing the second device ID 211. In
addition, the second network device 200 may receive from the
first network device 100 the second device key 214 encrypted
based on the shared device key. Thereafter, the second net-
work device 200 may decrypt the second device key 214
based on the shared device key and store the second device
key 214. It is to be noted that the second device key 214 is
generated by the server 300, and the second device key 214 is
unique to the second network device 200. In yet another
embodiment, the second network device 200 may encrypt a
data request based on the second device key 214, and transmit
the data request to the server 300. Thereafter, the second
network device 200 may receive from the server 300 data
encrypted based on the second device key 214, and decrypt
such data based on the second device key 214.

It is to be noted that the aforementioned device ID man-
agement method may be implemented into a computerized
product by means of programming language. Examples of
such include computer source code or computer-executable
files. Alternatively, the aforementioned computer program
may be stored in a computer-readable medium and accessed
by a computing device to execute the device ID management
method. Examples of computer-readable medium include
ROM, RAM, EPROM, EEPROM, hard disk, solid-state disk,
floppy disk, CD-ROM, DVD-ROM, or other electronic, elec-
tro-magnetic or optical recording medium.

Previous descriptions are only embodiments of the present
invention and are not intended to limit the scope of the present
invention. Many variations and modifications according to
the claims and specification of the disclosure are still within
the scope of the claimed invention. In addition, each of the
embodiments and claims does not have to achieve all the
advantages or characteristics disclosed. Moreover, the
abstract and the title only serve to facilitate searching patent
documents and are not intended in any way to limit the scope
of the claimed invention.

What is claimed is:
1. A method for managing network device identification
implemented in a server, the method comprising:

receiving a first device information and a second device
information from a first network device, wherein the first
device information is encrypted based on a shared
device key;

generating a first device identification corresponding to the
first device information, wherein the first device identi-
fication is encrypted based on the shared device key;
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generating a first device key corresponding to the first
device information, and encrypting the first device key
based on the shared device key;

generating a second device identification corresponding to
the second device information, wherein the second
device identification is encrypted based on the first
device key; and

transmitting the first device identification, which is
encrypted, and the second device identification, which is
encrypted, to the first network device.

2. The method according to claim 1, further comprising:

decrypting the first device information transmitted from
the first network device based on the shared device key;
and

encrypting the first device identification generated by the
server based on the shared device key.

3. The method according to claim 1, further comprising:

receiving a first data request from the first network device,
wherein the first data request is encrypted by the first
network device based on the first device key;

decrypting the first data request based on the first device
key; and

transmitting a first response to the first network device
corresponding to the first data request, wherein the first
response is encrypted by the server based on the first
device key.

4. The method according to claim 1, further comprising:

encrypting the second device information by the first net-
work device based on the first device key; and

decrypting the second device information based on the first
device key.

5. The method according to claim 1, further comprising:

generating a second device key corresponding to the sec-
ond device information, and encrypting the second
device key based on the first device key;

transmitting the encrypted second device key to the first
network device.

6. A method for managing network device identification

implemented in a network device, comprising:

transmitting a first device information and a second device
information to a server, and requesting a first device
identification and a second device identification from
the server;

receiving a first device key corresponding to the first device
information generated by the server, wherein the first
device key is encrypted by the server based on a shared
device key; and

receiving and storing the first device identification and the
second device identification transmitted from the server,
wherein the first device identification is generated by the
server corresponding to the first device information, and
is encrypted by the server based on the shared device
key, wherein the second device identification is gener-
ated by the server corresponding to the second device
information, and is encrypted by the server based on the
first device key.

7. The method according to claim 6, further comprising:

encrypting the first device information based on the shared
device key before transmitting the first device informa-
tion to the server; and

decrypting the first device identification based on the
shared device key after receiving the first device identi-
fication from the server.

8. The method according to claim 6, further comprising:

receiving from the server the first device key encrypted by
the server; and
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decrypting the first device key based on the shared device

key.

9. The method according to claim 6, further comprising:

transmitting to the server a first data request, wherein the

first data request is encrypted based on the first device
key;

receiving from the server a first response corresponding to

the first data request, wherein the first response is
encrypted by the server based on the first device key; and
decrypting the first response based on the first device key.

10. The method according to claim 6, further comprising:

receiving a second device information from the second

network device, wherein the second device information
is encrypted by the second network device based on the
shared device key;
decrypting the second device information based on the
shared device key, encrypting the second device infor-
mation based on the first device key, and transmitting the
second device information to the server; and

decrypting the second device identification based on the
first device key, decrypting the second device identifica-
tion based on the shared device key, and transmitting the
second device identification to the second network
device.

11. A network device capable of receiving device identifi-
cation, comprising:

a non-transitory computer-readable storage medium;

at least one processor;

one or more computer programs being stored in the storage

medium and executed by the at least one processor, the
one or more computer programs comprising:
a transmission module that transmits a first device infor-
mation and a second device information to a server;

areception module that receives a first device identification
and a second device identification transmitted from the
server, and transmits the first device identification to the
storage medium, wherein the first device identification is
generated by the server, and is encrypted by the server
based on a shared device key, wherein the second device
identification is generated by the server corresponding
to the second device information, and is encrypted by the
server based on the first device key; and

the reception module that receives from the server a first

device key, wherein the first device key is generated by
the server corresponding to the first device information,
and is encrypted by the server based on the shared key.

12. The network device according to claim 11, the one or
more computer programs further comprising:

an encrypting module that encrypts the first device infor-

mation at the storage medium based on the shared device
key, and transmits the first device information to the
transmission module; and

a decrypting module that decrypts the first device identifi-

cationreceived by the reception module using the shared
device key, and transmits the decrypted first device iden-
tification to the storage medium.

13. The network device according to claim 11, wherein the
decryption module decrypts the first device key based on the
shared device key.

14. The network device according to claim 11, wherein the
transmission module transmits a first data request to the
server, wherein the first data request is encrypted based on the
first device key, and the reception module receives from the
server a first response corresponding to the first data request,
wherein the first response is encrypted by the server based on
the first device key.
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15. A non-transitory computer-readable medium compris-
ing instructions, which when executed by a computer system
causes the computer system to perform operations for man-
aging network device identification, the operations compris-

5 ing:

transmitting a first device information and a second device

information to a server and requesting a first device

identification and a second device identification from
the server;

receiving a first device key corresponding to the first device

information generated by the server, wherein the first

device key is encrypted by the server based on a shared
device key; and

receiving and storing the first device identification and the

second device identification transmitted from the server,
wherein the first device identification is generated by the
server based on the first device information, and is
encrypted by the server based on the shared device key,
wherein the second device identification is generated by
the server corresponding to the second device informa-
tion, and is encrypted by the server based on the first
device key.

16. The non-transitory computer-readable medium com-
prising instructions according to claim 15, wherein the opera-
tions further comprise:

encrypting the first device information based on the shared

device key before transmitting the first device informa-

tion to the server; and

decrypting the first device identification based on the

shared device key after receiving the first device identi-

fication.

17. The non-transitory computer-readable medium com-
prising instructions according to claim 15, wherein the opera-
tions further comprise:

receiving from the server the first device key encrypted by

the server; and

decrypting the first device key based on the shared device

key.

18. The non-transitory computer-readable medium com-
prising instructions according to claim 15, wherein the opera-
tions further comprise:

transmitting to the server a first data request, wherein the

first data request is encrypted based on the first device

key;

receiving from the server a first response corresponding to

the first data request, wherein the first response is

encrypted by the server based on the first device key; and
decrypting the first response based on the first device key.

19. The non-transitory computer-readable medium com-
prising instructions according to claim 15, wherein the opera-
tions further comprise:

receiving the second device information from a second

network device, wherein the second device information

is encrypted by the second network device based on the
shared device key;

decrypting the second device information based on the

shared device key, encrypting the second device infor-

mation based on the first device key, and transmitting the
second device information to the server; and

decrypting the second device identification based on the
first device key, decrypting the second device identifica-
tion based on the shared device key, and transmitting the
second device identification to the second network
device.
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